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ABSTRACT

The legal profession is one of the most disrupted sectors of the consulting industry today. The rise of Legal Technology, artificial intelligence, big data, machine learning, and, most importantly, blockchain technology is changing the practice of law. The sharing economy and platform companies challenge many of the traditional assumptions, doctrines, and concepts of law and governance—requiring litigators, judges, and regulators to adapt. Lawyers need to be equipped with the necessary skillsets to operate effectively in the new world of disruptive innovation in law. A more creative and innovative approach to educating lawyers for the twenty-first century is needed.
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I. INTRODUCTION

Law firms and in-house legal departments generally agree that Legal Technology (Legal Tech) impacts their future. Legal Tech startups are revolutionizing the legal industry by increasing the speed, accuracy, and performance of legal services or by replacing them altogether with new ideas. Conferences, seminars, and professional magazines are dedicated to debating Legal Tech and its future implications for the legal industry. Some consensus exists among legal industry representatives that adopting Legal Tech helps law firms and legal departments improve client engagement and satisfaction. Legal Tech allows clients to be more involved and provide feedback for legal services.

Yet, a closer look often reveals that law firms and legal departments themselves often struggle with innovation and the required level of innovating. While the leading firms often find innovative solutions to their clients' problems, even those firms are

1. Roland Vogl, The Coming of Age of Legal Technology, STAN. L. SCH. BLOGS: LEGAL AGGREGATE (Sept. 26, 2016), https://law.stanford.edu/2016/09/26/184188/ [https://perma.cc/SD7N-9HFL] (“In recent years, we have witnessed what can be best described as a legal tech start-up boom.”).

2. See GEORGETOWN LAW CTR. FOR THE STUDY OF THE LEGAL PROFESSION & THOMSON REUTERS PEER MONITOR, 2016 REPORT ON THE STATE OF THE LEGAL MARKET 2 (2016), https://www.law.georgetown.edu/news/upload/2016_PM_GT_Final-Report.pdf [https://perma.cc/7VHN-ZCW8] (“The reactions of the law firm market to the rapidly changing environment in which firms operate parallels in some respects the story of Kodak. The current challenge in the legal market is not that firms are unaware of the threat posed to their current business model by the dramatic shift in the demands and expectations of their clients. Instead, as in the case of Kodak, the challenge is that firms are choosing not to act in response to the threat, even though they are fully aware of its ramifications.”); id. at 13 (“While neither [the 2015 Altman Weil Law Firm Survey nor the 2015 Thomson Reuters Peer Monitor study] is conclusive, both strongly suggest that firms that are proactive in pursuing new strategies to meet the concerns and expectations of their clients are more likely to achieve stronger financial results than those firms that merely react to specific client demands.”). The 2015 Thomson Reuters Peer Monitor study reported, among other things, the following major operational changes that upper-tier firms are implementing: “Use of software that allows firm lawyers to monitor the progress of matters, resource commitments, and budget status in real time on a matter basis” (71 percent); “[e]fficient and easily usable knowledge management system that provides lawyers with ready access to the firm’s prior work product” (71 percent); “[d]ocument review software using predictive coding based on a ‘seed sample’ of documents provided by firm lawyers” (71 percent); “[c]lient ‘self-help’ tools that allow clients to perform tasks directly that previously required active participation by firm lawyers” (29 percent); and “[u]se of e-learning systems” (65 percent). Id. at 13.
reluctant to fully embrace Legal Tech innovations. Only those firms and legal departments that believe Legal Tech could give them a significant competitive advantage have introduced the position of chief innovation officer (CIO) or a functional equivalent.\(^3\) To receive an outside perspective, law firms sometimes appoint nonlawyers in those roles.\(^4\) Their role is simple and straightforward: accelerate innovation and take it to the next level.

Key lawyer characteristics and lawyers’ core skillsets in the existing legal education and regulatory framework are incompatible with the demands on lawyers of the twenty-first century. Traditionally educated lawyers are not usually known for key characteristics like agility and the capacity to innovate.\(^5\) While some litigators in a common law system can achieve new legal grounds that could not have been accomplished by legislators in the same time frame,\(^6\) the majority of lawyers in both civil and common law legal systems tend to be reactive, waiting for congressional or parliamentary action to provide new legal initiatives and legal

---


5. *See, e.g.*, Richard Susskind, *Tomorrow’s Lawyers: An Introduction to Your Future* 53–54 (2013) (“I find that most traditional practices are not changing much. They are not yet adopting alternative methods of working. This is partly an issue of change management, in that law firms tend to be so busy serving clients and meeting their own financial targets that they allow little time for internal reform—it is not easy to change a wheel on a moving car. It is also, in part, a structural matter, because most law firms still aspire to the old textbook, broad-based pyramidal structure . . . whereas alternative methods of sourcing call for a revision if not rejection of that model.”).

Key skills emphasized in the existing law school education include precision, in-depth analyses and syntheses, substantive legal knowledge, and policy considerations. Yet disruptive innovation in law obviates many, if not most, of the traditional legal skills and characteristics of traditional lawyers. The American Bar Association (ABA), lawyers, and law schools cannot afford to ignore the new demands on lawyers of the twenty-first century.

The legal profession is one of the most disrupted sectors of the consulting industry today. Legal Tech, artificial intelligence (AI), machine learning, legal automation, big data applications, and blockchain technology are changing the way lawyers practice law. The sharing economy challenges many of the traditional assumptions, doctrines, and concepts of law and governance. Litigators, judges,
and regulators are forced to reconsider traditional approaches because of disruption via platform technologies.  

The challenges presented by Legal Tech, the new economy, and platform technologies justify a more creative and innovative approach for legal education in the twenty-first century. The curriculum of US law schools has only marginally changed over the last thirty or more years. Yet as law firms increasingly embrace Legal Tech, the new economy, and platform technologies, law schools of the twenty-first century will recognize the new reality and adapt to new demands. Such adaptation will likely entail incorporating AI into the classroom, adopting teaching by hypotheticals via AI, and introducing active machine learning in class, among many other possible innovations. Curricular innovations may include coding for lawyers and law and technology courses or course modules, among many others. With

13. Id.  
16. See Kevin D. Ashley, Teaching Law and Digital Age Legal Practice with an AI and Law Seminar, 88 CHI.-KENT L. REV. 783, 816 (2013). It is conceivable that first-mover law schools that make the financial investment in AI, machine learning, and blockchain will have a comparative advantage vis-à-vis their peers, regardless of the ranking of such school, because the demand for lawyers adequately trained in these technologies is likely to increase sharply at a threshold point of law firm adoption.  
18. On September 29, 2016, the Florida Supreme Court announced that it would require a minimum of three technology-related continuing legal education (CLE) credits in each three-year CLE reporting cycle, thus increasing the number of mandatory CLE credits from thirty to thirty-three. See In re Amendments to Rules Regulating the Fla. Bar 4-1.1 and 6-10.3, No. SC16-574 (Fla. Sept. 29, 2016) (per curiam); Victor Li, Florida Supreme Court Approves Mandatory Tech CLE Classes for Lawyers, A.B.A. J. (Sept. 30, 2016, 8:45 AM),
curriculum changes, adaptation to changes in technology, and new teaching methodologies that lend themselves more to technological adaptation, the law schools of the twenty-first century should be able to equip twenty-first century lawyers with the necessary skillsets to operate effectively in the new world of disruptive innovation that is emerging so rapidly.¹⁹

This Article has five parts. After this introduction to the basic tenets of the Article, Part II introduces emerging changes in Legal Tech and their implications for lawyers. These changes include the emergence of virtual law firms, the changes mandated by the sharing economy, Legal Tech innovations in several areas of the law, and changes in the practice of law. After defining blockchain ledger technology and smart contracts, Part III evaluates the effects of blockchain technology’s unprecedented decentralization and its disruptive effects on the practice of law and society at large. Part III also discusses the existing, but slowly resolving, limitations of blockchain ledger technology. Part IV then analyzes the implications of Legal Tech and blockchain ledger technology both for legal education more generally and for law schools’ efforts in educating lawyers who are practice ready for the twenty-first century. Part V concludes.

II. LEGAL TECH’S DISRUPTIVE LEGAL INNOVATION

Legal Tech has evolved from support systems to fully integrated and automated services for lawyers that increasingly disrupt the practice of law. Legal Tech can generally be defined as information technology services and software, as well as platforms and their applications.²⁰ Since the 1970s, with the invention of the first legal databases,²¹ Legal Tech has supported existing ways of operating

http://www.abajournal.com/news/article/florida_supreme_court_approves_mandatory_tech_cles_for_lawyers?utm_source=Newsletter+email+list&utm_campaign=0ae9e44e21-EMAIL_CAMPAIGN_2017_02_21&utm_medium=email&utm_term=0_28957849de-0ae9e44e21-
https://perma.cc/7QZM-EVJV.

¹⁹. As law schools adapt to Legal Tech, a learning process is likely to set in that allows a gradual, and in some cases more radical, appreciation of impending exponential changes and their meaning for the law school communities.

²⁰. Wilson, supra note 15 ("Broadly speaking, the Legal Tech market covers companies (mostly startups) utilising technology to build products solving problems faced both by industry (i.e. law firms, corporates[,] etc.) and consumers related to legal services.").

²¹. William G. Harrington, A Brief History of Computer-Assisted Legal Research, 77 LAW LIBR. J. 543, 553 (1985) (noting that Lexis was introduced in 1973 and Westlaw was introduced in 1975). For a good overview of the online services and databases available to lawyers by the mid-1980s, see S. Blair Kauffman, Electronic Databases in Legal Research: Beyond LEXIS and WESTLAW, 13 RUTGERS COMPUTER & TECH. L.J. 73 (1987),
and practicing law. In fact, Legal Tech created the need for additional lawyers to evaluate the new legal materials that are made more quickly available and more easily accessible by technology. At first, Legal Tech made law firms and lawyers more efficient in performing their activities. Examples include automated billing, document storage, practice management, and accounting software. In the early 2010s, Legal Tech became more advanced and started to include technology that assisted legal professionals in due diligence and e-discovery processes. Since 2015, Legal Tech has continued to evolve in unprecedented ways. Multiple startup companies and their investors have started to capitalize on technologies, and their


applications are already replacing some junior lawyers and disrupting the existing parameters for the practice of law. Four categories of startups in Legal Tech can be distinguished. The first category includes startup companies that offer a range of online legal services, removing the in-person legal consultation process and guidance process for clients. The second legal startup category involves online “matching” platforms that connect lawyers with clients. Such platform startups help consumers find a fitting lawyer without the costly involvement of a law firm. The third


25. Some of these services—including JUSTIA, https://www.justia.com/ [https://perma.cc/L7CN-XURR] (last visited Oct. 9, 2017); LAWYERS.COM, http://www.lawyers.com/ [https://perma.cc/3RGM-K997] (last visited Oct. 9, 2017); and AVVO, https://www.avvo.com/ [https://perma.cc/G6KZ-JXZ7] (last visited Oct. 9, 2017)—are free or have free components. Avvo, for example, allows a user to ask a question for free anonymously. It notifies the questioner when a lawyer responds to the question, which it says is usually within twelve hours. Ask a Lawyer, AVVO, https://www.avvo.com/ask-a-lawyer# [https://perma.cc/6LKB-XABQ] (last visited Oct. 9, 2017). Some of these services are fee based or have a fee-based component. For example, in addition to its free service, Avvo also offers fixed-fee legal services in multiple practice areas, and it offers a flat-fee option for talking directly by phone for fifteen minutes with one of its top-reviewed lawyers. AVVO, supra. While providing some free legal advice and documents, LegalZoom offers personal and business prepaid legal service plans that offer thirty-minute consultations for each unique legal matter and a one-hour annual legal checkup. Attorney Advice, LEGALZOOM, https://www.legalzoom.com/attorneys/ [https://perma.cc/44SG-E9AD] (last visited Oct. 9, 2017). Rocket Lawyer focuses on helping subscribers create personal and business legal documents, providing step-by-step instructions for customizing the documents, and offering review of the documents by an attorney for a set subscription cost. It also provides access to affordable representation by licensed attorneys. ROCKET LAWYER, https://www.rocketlawyer.com [https://perma.cc/KCS4-SM2K] (last visited Oct. 9, 2017).

category entails startups that use AI tools to take over their lawyers’ time-consuming and expensive legal research activities such as reviewing, understanding, evaluating, and reapplying contracts.27 Finally, startups with expertise in blockchain technology attempt to replace lawyers as intermediaries in certain types of transactions.28

The decentralization of law that is a central part of the startup companies’ purpose and that disrupts existing legal practices has


broad repercussions for the legal profession. First, existing legal services are either rendered increasingly irrelevant or replaced by Legal Tech. Junior legal professionals and legal support staff are likely the first victims of the Legal Tech evolution. Legal Tech applications will be able to perform most of a junior lawyer’s work in the near future without the human elements that create imprecision, flaws, inaccuracies, possible lawsuits, and delay. Second, and most importantly, the legal profession will be forced by such startup companies to innovate in perpetuity, a task that is not easily accomplished by overextended, and often cumbersome, legal organizations that have lost the capacity for agile reinvention.

A. Virtual Law Firms

Legal Tech has the potential to rapidly transform law firms and legal departments into virtual law firms. Virtual law firms may dominate in the future. A virtual law firm is basically a platform with emphases on connecting legal and other professionals and collaboration. When implemented successfully, the effect of the platform model will be the creation of a flexible and accessible community of professionals with different skills and experience. The bigger the community, the easier it is to offer solutions tailored to the needs of the clients.

The virtual law firm model attracts a wide spectrum of law firms. One extreme is represented by the traditional law firm, characterized by a hierarchy with partners at the top and varying


31. See, e.g., Mangan, supra note 30; Turner, supra note 30.
levels of associates, paralegals, and nonlawyers below them. On the other end of the spectrum are those firms that adopt an Airbnb-type platform organization—mainly providing a match-making or coordination service. Enormous variations exist between the two extremes depending on the level of implementation of Legal Tech.

Legal platforms adopt a variety of approaches. For instance, UpCounsel offers entrepreneurs on-demand access to experienced lawyers. LawyerlinQ in the Netherlands offers law firms the possibility to insource special knowledge and skills for more complex projects. LexSemble is a crowdsourcing platform that allows multiple users to edit legal knowledge entries. The information gathered from the Cloud helps the platform to develop a machine learning analytics engine. This engine can be used to assist in legal decision-making and prediction activities.

B. Reevaluation of Applicable Law

Legal Tech’s disruptive innovation, in combination with the principles established by the sharing economy, requires lawyers and lawmakers to reevaluate their understanding of many areas of the law. Because of the disruptive effects of the sharing economy, legal doctrines, principles, and concepts need to be redesigned around sharing and decentralized peer-to-peer platforms. Such an undertaking requires out-of-the-box thinking for lawyers who were trained during law school and during their entire careers to think inside the box.

The areas of law that are most clearly affected by disruptive innovation in law, the sharing economy, machine learning, AI, and blockchain technology include property law, privacy law, and employment law, to name only a few.

33. Achimalbe, supra note 26; Smith, supra note 26.
36. For an overview of how to set up a simple virtual law practice, see Chad E. Burton, Launching a Virtual Law Firm, 31 GP SOLO, Jan.–Feb. 2014, at 24, 26.
38. See discussion infra Part III.C.
Property law is a prime example. With the accelerating rise of the sharing economy, people are likely to care less over time about ownership. Given these incremental changes in society, property law may adjust over time. In the sharing economy, products and legal rights pertaining to products and land may become less relevant and may iteratively become services.\textsuperscript{39} As such, ownership, title, and legal rights pertaining to real property and chattel are becoming less relevant. Moreover, as the distinction between commercial property and personal consumption property becomes blurred, other areas of law need to be revised. Such areas may include tax law, bankruptcy law, and liability and insurance law, among many others.

Privacy law provides another prominent example. With the development and exponential evolution of the Internet of Things (IoT), AI, machine learning, big data analytics, blockchain technology, and smart contracts, more and more personal information will be registered, recorded, and analyzed.

C. Changing Legal Practice

Legal Tech is replacing the traditional role of legal professionals. Legal professionals play a crucial role in establishing trust and truth in legal transactions.\textsuperscript{40} They negotiate, draft, and interpret contracts and help enforce them; create laws and regulations that protect the weaker parties; and design structures that enable the registration and transfer of tangible property and intellectual property. Well-drafted legal contracts help the contracting parties establish trust and confidence in the validity and economic benefits of the transaction. Important matters, such as the truth about ownership and control, the transfer of ownership, and the allocation of risk and control, are normally covered in a contract. However, the counseling, deal-making, matchmaking, gatekeeping, and enforcing roles are increasingly performed by technology.\textsuperscript{41} This trend is likely

\textsuperscript{39} See, e.g., Adrian Kuenzler, Promoting Access over Ownership: Realigning Antitrust and Intellectual Property Law to Usher in an Era of Collaborate Consumption, 19 VAND. J. ENT. & TECH. L. 473, 529 (2016) (“[B]usinesses that share information about product design and distribution and offer independent maintenance and repair services ostensibly have seen an upsurge in demand.”).


to accelerate in the near future, enabled by blockchain technology and smart contracting.42

III. BLOCKCHAIN LEDGER TECHNOLOGY

Leading technologists around the world have hailed blockchain technology as one of the most important technological innovations since the Internet.43 Blockchain technology provides near-unlimited opportunities and applications through peer-to-peer interactions and transactions in a decentralized network where all participants are equal. Blockchain technology provides verification and validation of each transaction in the decentralized network.44 For instance, in the financial world, a global consensus record of information and transactions creates much-needed transparency while at the same time opening global access to finance—including in areas of the world where the banking system is not readily available—in contrast to a

42. See infra Part III (discussing the revolutionary role of blockchain technology in the legal field).


mobile telephone network.\textsuperscript{45} Blockchain technology eliminates the need for intermediation by incentivizing direct transactions—including compensation—between the creator and consumer.\textsuperscript{46}

Blockchain technology creates a platform for trust through truth and transparency between parties. Because the blockchain (at least the public blockchain) is in fact public and immutable,\textsuperscript{47} the technology increases transparency while at the same time significantly reducing transaction costs. Intermediaries, including lawyers, are replaced by code, connectivity, crowd, and collaboration.\textsuperscript{48}

### A. Blockchain Technology Defined

Blockchain technology has been defined in many different ways, and no truly uniform definition seems to exist. Some refer to it as a giant, worldwide, distributed, immutable “Google spreadsheet”

\begin{quote}


\end{quote}
for transactions.\textsuperscript{49} Others define blockchain by focusing on its central elements—an electronic, decentralized, immutable transaction ledger that provides cryptographic verification.\textsuperscript{50} Vitalik Buterin, the founder of Ethereum, perhaps most prominently defined blockchain as follows:

[A] public blockchain is a blockchain that anyone in the world can read, anyone in the world can send transactions to and expect to see them included if they are valid, and anyone in the world can participate in the consensus process—the process for determining what blocks get added to the chain and what the current state is. As a substitute for centralized or quasi-centralized trust, public blockchains are secured by cryptoeconomics—the combination of economic incentives and cryptographic verification using mechanisms such as proof of work or proof of stake, following a general principle that the degree to which someone can have an influence in the consensus process is proportional to the quantity of economic resources that they can bring to bear. These blockchains are generally considered to be “fully decentralized.”\textsuperscript{51}

\begin{flushright}


[A] consortium blockchain is a blockchain where the consensus process is controlled by a pre-selected set of nodes; for example, one might imagine a consortium of 15 financial institutions, each of which operates a node and of which 10 must sign every block in order for the block to be valid. The right to read the blockchain may be public, or restricted to the participants, and there are also hybrid routes such as the root hashes of the blocks being public together with an API that allows members of the public to make a limited number of queries and get back cryptographic proofs of some parts of the blockchain state. These blockchains may be considered “partially decentralized.”]

\textit{See id.} ("[A] fully private blockchain is a blockchain where write permissions are kept centralized to one organization. Read permissions may be public or restricted to an arbitrary extent. Likely applications include database management, auditing, etc [sic] internal to a single company, and so public readability may not be necessary in many cases at all, though in other cases public auditability is desired.")
Rather than attempting to agree on a mutually acceptable phraseology for a definition, a description of the core elements of ledger technology can help define the blockchain. As such, a blockchain is a shared digital ledger or database that maintains a continuously growing list of transactions among participating parties regarding digital assets—together described as “blocks.” The linear and chronological order of transactions in a chain will be extended with another transaction link that is added to the block once an additional transaction is validated, verified, and completed. The chain of transactions is distributed to a limitless number of participants—so-called “nodes”—around the world in a public or private peer-to-peer network.

Blockchain technology removes fraudulent transactions. Blockchain’s security measures make blockchain validation technologies more transparent and less prone to error and corruption. While blockchain’s use of digital signatures helps establish the identity and authenticity of the parties involved in the transaction, it is the Internet’s completely decentralized network connectivity that allows the most protection against fraud. Network connectivity allows multiple copies of the blockchain to be available to all participants across the distributed network. The decentralized and fully distributed nature of the blockchain makes information in

---


53. See D’Aliessi, supra note 52; Pearson, supra note 52.


55. See REED SMITH, BEYOND BITCOIN: BLOCKCHAIN 19 (2016), [https://perma.cc/HE94-AVB2] (“Because the blockchain is not controlled by a central party, but instead involves decentralized control, the blockchain is less vulnerable to (if not immune from) cyberattack. The blockchain cannot be lost or corrupted by participants, and thus counterparty risk in transactions is significantly reduced.”).


57. See D’Aliessi, supra note 52.
the blockchain practically impossible to reverse, alter, or erase.\(^{58}\) Blockchain’s distributed consensus model—that is, the network nodes’ verification and validation of chain transactions before execution of the transactions—makes it extremely rare for a fraudulent transaction to be recorded in the blockchain.\(^{59}\) That model also allows node verification of transactions without compromising the privacy of the parties and is therefore arguably safer than a traditional model that requires third-party intermediary validation of transactions.\(^{60}\)

Cryptographic “hashes” further increase blockchain security. Cryptographic hashes are complex algorithms that use details of all previous transactions in the existing blockchain before adding the next block to generate a unique hash value.\(^{61}\) That hash value ensures the authenticity of each transaction before it is added to the block. The smallest change to the blockchain, even a single digit or value, results in a different hash value. A different hash value makes any form of manipulation immediately detectable.\(^{62}\)

Blockchain-enabled computer protocols that verify, facilitate, monitor, and enforce the negotiation and performance of a contract are known as “smart contracts” and “smart property.”\(^{63}\) The term “smart contract” was first introduced by Nick Szabo, a computer scientist and engineer.\(^{58,59}\) See, e.g., Brakeville & Perepa, supra note 54; Antony Lewis, A Gentle Introduction to Immutability of Blockchains, Bits On Blocks (Feb. 29, 2016), https://bitsonblocks.net/2016/02/29/a-gentle-introduction-to-immutability-of-blockchains/ [https://perma.cc/2PNJ-7L65].


\(^{61}\) See Lewis, supra note 58.

\(^{62}\) Id.

legal theorist, in 1994. An often-cited example for smart contracts is the purchase of music through Apple’s iTunes platform. A computer code ensures that the “purchaser” can only listen to the music file on a limited number of Apple devices.

More complex smart contract arrangements, in which several parties are involved, require a verifiable and unhackable system provided by blockchain technology. Through blockchain technology, smart contracting often makes conventional legal contracting unnecessary, as smart contracts often emulate the logic of legal contract clauses. Ethereum, the leading platform for smart contracting, describes smart contracting in this context as follows:

Ethereum is a decentralized platform that runs smart contracts: applications that run exactly as programmed without any possibility of downtime, censorship, fraud or third party interference. These apps run on a custom built blockchain, an enormously powerful shared global infrastructure that can move value around and represent the ownership of property. This enables developers to create markets, store registries of debts or promises, move funds in accordance with instructions

---


B. Decentralization

Rapid technological change allows society to become increasingly decentralized by overcoming vertical hierarchies and enabling a world of horizontal, open, and autonomous networks. The Internet enabled a free, fast, and global exchange of information and ideas. Social media further reformed and accelerated the way society exchanges and shares information. Both inventions continue to have a broad and astonishing social impact. Within one generation, many aspects of social interaction have been transformed.

Blockchain technology is transforming society for an even more decentralized future. Figure 1 illustrates the currently shifting and intersecting paradigms of user connectivity and the move towards corporate decentralization. Corporate decentralization started with firms such as Netflix, Amazon, Tesla, and Under Armour, among several others, that favored flatter corporate hierarchies, open communication, a best-idea-wins culture, and a focus on Millennials’ preferences. This trend toward decentralization has been accompanied by an ever-increasing interconnectivity of users. Figure 2 suggests that around 2015–17 a paradigm shift began that allowed the interconnectivity of users to substantially increase, enabled and supported by smart contracts and blockchain technology, while at the same time blockchain-enabled distributed networks allowed for a radical increase in decentralization.

---

69. ETHEREUM, supra note 28 (emphasis in original).


These findings have significant implications. Increased connectivity enabled by blockchain technology in combination with increased decentralization allows for the removal of intermediaries, including lawyers, financial intermediaries, and platform companies. Changes in social media platform companies provide a prominent example. Until recently, consumers of information were dependent on centralized media organizations and corporations to disseminate information. However, society relies increasingly on information that is created, produced, and consumed by the crowd. This crowd functionality slowly removes the role of journalists, media, and other expert intermediaries because crowd-based social media platforms facilitate the real-time exchange of information. But social media

73. Figure 1 illustrates the relationship between decentralization and user connectivity. Erik P.M. Vermeulen, There Is No Escape from Blockchains and Artificial Intelligence… Lawyers Better Be Prepared!, MEDIUM (Jan. 23, 2017), https://medium.com/@erikpmvermeulen/there-is-no-escape-from-blockchains-and-artificial-intelligence-lawyers-better-be-prepared-2d7a8221c627 [https://perma.cc/6C2L-ZYM5].


companies such as Twitter and LinkedIn are still just intermediary platform companies that can be removed with the proliferation of blockchain technology. Take, for instance, Akasha, a next-generation social media network powered by the Ethereum world computer and embedded into the interplanetary file system. Akasha requires no platform company for social media purposes but allows the direct peer-to-peer exchange of content, with the difference that user content is published over a decentralized network rather than individual servers. Akasha shows great potential to remove remaining issues with the shifting content generation by the crowd.


78. Id.
C. Disruptive Innovation

Blockchain technology has vast disruptive, innovative properties. Despite the very early-stage development of blockchain technology, the possible applications are nearly limitless. Consider the blockchain-based currency Bitcoin. Until recently, most commentators viewed Bitcoin as a hype—susceptible to fraud, price manipulation, and corruption. But today, “[t]he issue is no longer whether cryptocurrency will survive, but rather how it will evolve.” The high levels of investor activity in the blockchain area appear to provide a reliable indicator of the commercial maturity of blockchain technology. Figure 2 shows that venture capital (VC) investment in startup companies that utilize blockchain technology has increased exponentially since 2012. Investor interest in the technology will undoubtedly further increase. Particularly, the applicability of blockchain-based smart contracts to digital marketplaces, the sharing economy, the IoT, and AI will further accelerate its development.


Blockchain technology startups attempt to replace lawyers as intermediaries in many types of transactions, including and most notably contracts analyses, real estate, and intellectual property. Moreover, such startups have the potential to create lasting societal changes. Some commentators predict a future in which blockchain startups can remove lawyers from commerce altogether, as smart contracts in the blockchain—such as those in the Ethereum

---

82. Vermeulen, supra note 73.
83. Clause is an example. It describes itself this way:

Clause is a revolutionary new platform that enables commercial contracts to “come alive” and autonomously manage themselves. Our proprietary, patent-pending infrastructure seamlessly integrates legally enforceable contracts with real-time data from the “internet of things”, web services, and business and accounting systems. Clause leaves behind the world of static, paper-based contracts and unleashes the massive potential of dynamic contracts. Prices, warranties, delivery requirements, and other terms update in response to data after the parties form their initial agreement. Clause brings an unprecedented level of speed, integration, and automation to the business world. We currently have several partnerships with industry and technology leaders in progress. We invented the infrastructure for “intelligent” or “self-managing” legal contracts. Our proprietary technology leverages cryptography, NLP, RESTful API integrations, and distributed ledgers.

platform\textsuperscript{84}—regulate commerce entirely, enabled by the trust created between parties through immutable blockchain technology.\textsuperscript{85}

Business, administrative, and legal processes that rely on legal intermediaries may become redundant because of advances in acceptance and implementation of blockchain technology. Forms of keeping legal ledgers—such as notary and registry services, motion practice in court, and legal title searches, among several others—may be among the first services to disappear in the not-too-distant future. Similarly, corporate processes that have ledger functionality but rely on legal intermediaries could be streamlined very quickly by implementing blockchain technology. When blockchain technology becomes more widely accepted and applications spread into consumer territory, existing legal processes and structures will likely be among the first processes to become redundant.

The combination of blockchain technology startups with platforms, AI, and machine learning offers opportunities for developing new technologies. Leveraging the big data that is collected by using Legal Tech solutions and blockchain applications in combination with machine learning creates more creative and faster tools. This, in turn, creates a surge of new and innovative platforms with disruptive effects for the legal industry, among others.

\textbf{D. Limitations}

Blockchain technology and smart contracts executed on blockchain technology platforms, such as Ethereum, are faced with multiple possible technological and legal limitations. First, the world of blockchain and smart contracting has clearly not yet reached maturity.\textsuperscript{86} While blockchain-enabled smart contracts generally do

\footnotesize{\textsuperscript{84} See supra note 51 and accompanying text; see also Frances Coppola, \textit{Ethereum: Towards a New BitSociety}, FORBES (Apr. 3, 2016, 1:02 PM), https://www.forbes.com/sites/francescoppola/2016/04/03/ethereum-towards-a-new-bitsociety/#7e8d177b3ad5 [https://perma.cc/7RRV-2PPQ] ("Buterin announces the death of lawyers. Who needs lawyers when the terms of your contract, or the evidence of your ownership of an asset, or even your own identity, are securely encoded within the blockchain and verified by the entire network?")


not require legal involvement across the spectrum of transactions, legal professionals often still believe that “code” in smart contracts can only deal with very simple transactions—such as buying music or perhaps a car—and argue that more complicated legal arrangements will necessitate the draftsmanship and negotiations of traditional lawyers.\footnote{See, e.g., \textsc{Norton Rose Fulbright}, \textit{Smart Contracts: Coding the Fine Print} 24 (2016), https://www.acmeetings.com/AM16/faculty/files/Article_471_734F_NRFP24493_Smart_Contracts_V6_LR.PDF [https://perma.cc/6CT7-S7S6]; \textsc{Rob Marvin}, \textit{Blockchain in 2016: The Year of Smart Contracts}, PC MAG. (Dec. 12, 2016, 2:48 PM), http://www.pcmag.com/article/55088/blockchain-in-2017-the-year-of-smart-contracts [https://perma.cc/SX5Z-EZXX]; \textsc{Laura Shin}, \textit{Looking to Integrate Blockchain into Your Business? Here’s How}, FORBES (May 10, 2016, 8:00 AM), https://www.forbes.com/sites/laurashin/2016/05/10/looking-to-integrate-blockchain-into-your-business-heres-how/#715aa8911a1 [https://perma.cc/PZ2D-KMKB].} Even if more complex transactions could be coded and included in smart contracts, a widespread belief in the legal community suggests that lawyers will remain responsible for drafting the terms and arrangements that would later have to be coded by specialists.\footnote{See, e.g., \textsc{Mlynar & Schaefer}, \textit{supra} note 87; \textsc{Caitlin Moon}, \textit{Blockchain for Lawyers 101; Part 2}, LAW TECH. TODAY (Jan. 31, 2017), http://www.lawtechnologytoday.org/2017/01/blockchain-lawyers-101-part-2/ [https://perma.cc/K3MM-M5X5]; \textsc{Robinson & Hingley, \textit{supra} note 87; \textsc{Kevin Shook}, \textit{Self-Enforcing Smart Contracts Will Change Your Life}, CORP. Couns. (Feb. 6, 2017), http://www.corpcounsel.com/id=1202778557927/SelfEnforcing-Smart-Contracts-Will-Change-Your-Life?slreturn=20170213095056 [https://perma.cc/CEG3-8U9G].}

Legal limitations pertaining to smart contracts and blockchain technology originate mostly from concerns over the legal origin of smart contracting. While smart contracts may reflect the underlying contract between parties, lawyers may argue that smart contracts are
void and unenforceable under the law. Contractual legal rules regarding formation, interpretation, conditions, and remedies require substantive adjustments of smart contracts in contract law.

Blockchain evolution in combination with smart contracting also raises legal concerns regarding privacy, data protection, security, and integrity. While blockchain technology itself offers unprecedented genuine data and privacy protection, the storage of blockchain data across a global network of nodes often will not comply with specific consumer protection rules, directives, and guidelines around the world. The existing legal issues arising in the context of sharing platforms demonstrate that future blockchain-enabled sharing services may not be accepted quickly by, or without resistance from, incumbents challenged by new ways of delivering a service or product.

A prominent example, the Decentralized Autonomous Organization (DAO), provides ample evidence pertaining to the outstanding technological and legal issues that surround blockchain technology. DAO was launched in May 2016 in the founders’

89. See Alan Cohn, Travis West & Chelsea Parker, Smart After All: Blockchain, Smart Contracts, Parametric Insurance, and Smart Energy Grids, 1 GEO. L. TECH. REV. 273, 284–85 (2017) (discussing the question of enforceability of smart contracts).


92. Examples include Uber (cars), Airbnb (lodging), ETSY (marketplace), Kickstarter (crowdfunding), Lending Club (lending), Open Table (dining), SoundCloud (music), DogVacay (pet vacation), and Liquid (bike sharing).

93. Christoph Jentzsch, the co-founder of the IoT company Slock.it, was one of the “key founders” of DAO, a new style venture capital fund. Carla L. Reyes et al., Distributed Governance, 59 WM. & MARY L. REV. ONLINE 1, 4–5 (2016), http://wmlawreview.org/sites/default/
attempt to set up a corporate-type organization without using a conventional corporate structure. The founders’ central idea was that the wisdom of the crowd would lead to smarter and more game-changing investment decisions.\textsuperscript{94} DAO operated as a kind of venture capital fund managed directly by its token holders.\textsuperscript{95}

The DAO governance structure was built on software code and smart contracts that ran on the public decentralized blockchain platform Ethereum.\textsuperscript{96} DAO did not have a physical address, as it was merely computer code. And it was not an organization with a traditional hierarchy known from traditional corporate structures, where authority and empowerment flow downwards from investors and shareholders through a board of directors to management and eventually staff.\textsuperscript{97} Indeed, DAO had no directors, managers, or employees. Because a series of smart contracts granted DAO token holders voting rights,\textsuperscript{98} the blockchain-based smart contracts imitated the role of articles of association or bylaws. Because the DAO code was open-source, the token holders would vote not only on investment proposals but also on any change made to the code.\textsuperscript{99} Accepted
proposals would also be backed by a software code defining the relationship (in terms of rights, obligations, and performance metrics) between DAO and the funded proposals.

During a crowdfunding campaign in May 2016, all investors could become DAO participants by purchasing DAO tokens.\(^{100}\) DAO raised more than $168 million from approximately ten thousand “investors.”\(^ {101}\)

Alas, things went terribly wrong with DAO. Fundamental flaws in the DAO code enabled hackers to transfer one-third of the total funds to a subsidiary account.\(^ {102}\) This hack, in combination with additional technological limitations, brought down the DAO initiative.\(^ {103}\)

Open legal issues pertaining to DAO need to be addressed before future DAO setups can operate seamlessly.\(^ {104}\) Such legal issues include the following:

1. What legal regime governs the issuance of DAO tokens?
2. Are minority DAO token holders protected and, if so, how?
3. Are DAOs subject to taxation?
4. Do DAO smart contracts create legally binding obligations?
5. Who owns the intellectual property rights generated by the crowd-funded proposals?

---


101. Metz, supra note 93.


(6) How are conflicts resolved between DAO token holders, the DAO itself, and the proposals?

IV. EDUCATING THE TWENTY-FIRST CENTURY LAWYER

Law schools need to develop approaches to enable their students to get ready for the increasingly disrupted legal world of the twenty-first century. The exponentially increasing disruptive innovation worldwide will cause clients to frequently ask legal professionals to deal with issues that lawyers cannot fully understand, within a legal framework that does not always offer clear or helpful answers. Because of these challenges facing the practice of law, law schools have an obligation to help their students evaluate possible niches in the future legal market.

Increasing law students’ capacity to better understand the challenges of today’s society can enable them to provide more effective service to clients in the economy of the future. For example, a law school course on “Disruptive Innovation,” such as the one taught by the Authors,105 not only helps law students appreciate emerging technology and the importance of software code, but, more importantly, provides students with the resources and capacities to help them become the much-needed legal professionals in the decentralized world.

Law schools need to find ways to educate lawyers who can add value in helping clients and society adjust to an increasingly technological environment, rather than lawyers who will create unnecessary or unwise restrictions on it.106 Such restrictions will not stop innovations and developments in technology. Take, for example, Spotify, the online music streaming service that—instead of emphasizing the illegality of its main competitor’s (Napster’s) business model of peer-to-peer music sharing107—found ways to charge...


106. While the Authors believe that leading technologists and law professors are becoming increasingly equipped to help law students get ready for the future practice of law, the emphasis in law school hiring on constitutional law, among other less disrupted legal fields and disciplines, impedes the necessary innovation in legal education. See Kaal, supra note 105.

107. Napster was a peer-to-peer file sharing company that allowed users to share digital music files in the MP3 format over the Internet for free. A&M Records v. Napster, Inc., 239 F.3d 1004, 1011 (9th Cir. 2001). In 2000, the Recording Industry of America sued Napster under the Digital Millennium Copyright Act for violating copyright. Id. Napster lost the case at both the district and appellate court levels, and when it was unable to comply with the district court order...
consumers without sacrificing the convenience and accessibility of the streaming service. Similarly, instead of using legal arguments and concerns as barriers to innovation, law schools need to find ways to educate the lawyers of the twenty-first century to find ways to encourage friction-free interactions and conversations and the creative exchange of assets and services.

Legal Tech, and especially blockchain ledger technology, presents tremendous opportunities for law students. Despite the blockchain’s disruptive properties, legal professionals can in fact benefit from the technology if they focus on the opportunities to enter into contracts in a cheaper and more secure way. Traditional lawyers too often bring a traditional legal “tool kit” to solving the legal problems of the twenty-first century, which often leads to disastrous outcomes. This approach might have worked adequately when innovation cycles were longer, but in a world where innovations occur exponentially, the traditional legal tool kit is regularly out of touch with the radically different needs of a decentralized world. Most lawyers and law industry representatives underestimate the implications of the emerging Legal Tech. Particularly in the case of blockchain technology, law schools should raise awareness of the opportunities associated with the technology for their graduates. In order to advise on blockchain contracts, law students and lawyers have to become familiar with the technology and learn at least basic coding as it pertains to Ethereum smart contracts.

Law students’ capacity to work in multidisciplinary teams will take on a much greater significance in the future. Lawyers are


108. See supra Part III.

109. Anecdotal evidence based on discussions with law firm and corporate lawyers—including lawyers in Asia, Europe, and the United States, among other anecdotal evidence—indicates that very few legal professionals are aware of developments in Legal Tech. Typical reactions to information about the opportunities these new technologies present involve giving several reasons why blockchain-based smart contracts and other developments are unlikely to fundamentally change the need for lawyers or the way that lawyers work.

becoming increasingly involved in complex, nonstandard legal tasks. The automation and standardization of high-volume legal tasks will further transform the role of lawyers and other legal professionals. Big data and AI will make Legal Tech solutions more effective, networked, and intelligent. Legal work such as contract drafting, legal risk management, and dispute resolution will increasingly be outsourced to technology and robots. Lawyers and legal advisors will increasingly assume the role of project managers and business advisors.

For law students, the growth of multidisciplinary teams in the technology-based society and economy means that they will be required to work closely not only with accountants or fiscal advisors but also and ever increasingly with engineers, designers, and architects. Crucially, lawyers and legal advisors will find themselves operating as a bridge between the diverse range of actors who must now work together in dealing with increasingly complex challenges. A business-oriented perspective means that legal professionals are better placed to help their clients maximize efficiency, enhance client services, and reduce costs.

Specifically, law schools need to enable their students to work in interdisciplinary teams with software engineers. It is essential for law students to gain a greater appreciation of the means by which code can be utilized and integrated in legal contexts. Legal Tech startups and software engineers are increasingly using predictive coding and algorithms for legal applications. Lawyers benefit from


such algorithmic technology applications in the context of e-discovery, contract drafting, and legal research, among many others. Curricular changes, including the introduction of a course on “coding for lawyers,” can help facilitate a greater understanding of interdisciplinary skill requirements for students. The purpose of a course on coding for lawyers would be for students to gain a general conceptual understanding of the possible applications of innovative and disruptive technologies and their algorithmic implementations in the context of law.

Law school initiatives should help students evaluate the most important legal applications of algorithmic technology solutions and explain how software engineers are applying code to provide efficient legal solutions. Students should learn basic mathematical principles for coded technology solutions in law—including legal applications of big data, AI, machine learning, and blockchain technology. Based on mathematical foundations, students should develop basic conceptual coding skills that enable them to engage with representatives of the hard sciences on a daily basis and develop client solutions in interdisciplinary teams.

V. CONCLUSION

Lawyers and law schools cannot afford to ignore the changes discussed in this Article. The legal profession is one of the most disrupted sectors of the consulting industry today. Legal Tech, AI, blockchain technology, the sharing economy, and platform companies are changing legal practice. Traditional legal assumptions, doctrines, and concepts of law and governance have to be reevaluated in light of the impending disruptive changes. Law schools’ attempts to innovate in order to get their students practice ready for the twenty-first century, and equipped with the necessary skill set to operate effectively in the new world of disruptive innovation, require experimentation with new ways and a more creative and innovative approach to the law school curriculum. Legal Tech, and especially blockchain ledger technology, presents tremendous opportunities for law students wishing to get practice ready for the twenty-first century.

While blockchain-centered legal jobs of the future will be the centerpiece of any law school reform agenda, the future of

114. See supra notes 23 and 112 and accompanying text.
non-blockchain-centered legal employment is equally important. For instance, future lawyers will have to be able to distinguish blockchain-based contracting from traditional legal contracting and advise clients on optimal blockchain and non-blockchain contracting allocations. Certain parts of larger legal arrangements, contracts, and dealmaking will certainly be “blockchainable” in the future, providing trust, efficiency, cost savings, and legal clarity. Other parts of dealmaking and other legal tasks, however, will continue to require the ambiguity and flexibility of the law. For the parts of dealmaking and the other legal tasks that are non-blockchainable, the role for other, non-blockchainable agents of trust may expand. It seems possible that the blockchain-driven disintermediation of law itself creates additional legal tasks that require human lawyer input.